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January 19, 2017 
Digital Arts Inc. 

TOKYO, Japan (January 19, 2017) – Digital Arts Inc. (headquartered in Chiyoda-ku, Tokyo, Japan; CEO: Toshio Dogu; hereinafter 

called Digital Arts; Code 2326), a leading provider of information security software, announced the release of FinalCode Ver. 5.2 

with extended on-screen watermarking security and file preview capability for Box. FinalCode is a file-centric digital rights 

management platform providing businesses and governments with strong file encryption and traceability controls. FinalCode’s 

newest release will be available globally on February 1st. 

Today, high-speed internet network grants instant connection around the globe and more businesses are utilizing screen 
sharing on various devices regardless of time or place in order to drive collaborative work. Companies with multiple 
domestic and international offices especially use this technology on a daily basis where offices join a videoconference and 
view a screen shared by the hosting entity. Such internal meetings often share confidential materials, such as pre-launch 
product information and sensitive data in the research phase, and just because the participants are all “internal” does not 
mean that the risk of data loss can be overlooked.  

 FinalCode Ver. 5.2 enhance features to 
prevent copy/paste within the secured file 
data and stop simultaneous launch of 
capture applications. In addition, 
watermarks can be displayed on-screen 
when secured files are opened. Information 
and images shared in video conferences and 
meetings can be overlaid with watermark, 
including date, time, and device 
information, discouraging sensitive 
information and images from being 
photographed or shared over video 
conference and reducing the risk of data 
leakage from mobile devices, cameras and 
printers. Watermarks can also be displayed 
on segregated networks and virtual desktop 
infrastructures (VDIs). 

  The previous update on FinalCode for Box, released in March 2016, included features to manage and delete file 
permissions after downloading files from Box, a cloud file sharing and collaboration platform. The newest release further 
enhances user convenience with FinalCode file preview. Files uploaded on Box are automatically secured and users can 
now preview files within the Box repository while the file remains secured.  

Screen sharing and cloud file previews are common and convenient ways to share information in today’s business world, 
and Digital Arts continues to support corporations and local governments seeking to raise security levels by offering 
solutions that realize file sharing safety and security while maintaining user convenience to stop internal misuse of 
information.  

FinalCode® Ver. 5.2 Added Features with 
extended on-screen watermarking security: 

Available on February 1, 2017 
～Display watermark for files displayed on-screen 

File preview capability for BOX～ 

Screen Watermark for FinalCode Ver. 5.2 
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■ About FinalCode  http://www.finalcode.com/en/ 

 FinalCode is persistent file security solution that provides password-free automatic file encryption and tracking. File access is limited to 
authorized users or groups to stop leaks of sensitive information, even if files are sent to unintentional recipients. It also offers the unique ability 
to remotely delete and/or change permissions on files already delivered. External users can view FinalCode protected files at no cost. FinalCode 
realizes borderless control on critical information assets, providing a piece of mind to businesses and organizations exposed to various risks of 
information loss.  

 

 

■ About Digital Arts Inc.  http://www.daj.jp/en/ 

Digital Arts, Inc. is a provider of information security products with a unique patented web filtering technology at its core. It plan, develops, 

sells and supports internet security products on its own, while also delivering added value as the first Japanese manufacturer to launch a web 

filtering software in the industry. Digital Arts is highly recognized for its most comprehensive domestic web filtering database and its unique 

filtering technology patented in 27 countries and regions around the world. Digital Arts has become the top domestic supplier of web filter 

software i-FILTER (corporate and public-sectors), i-FILTER for Consumer, and i-FILTER Browser & Cloud. Other product lineup includes m-FILTER, 

a gateway email security software for corporations, m-FILTER MailAdviser, a client email anti-misdelivery software, D-SPA, a secure proxy 

appliance solution, and FinalCode, the ultimate password-less file encryption and tracking solution.  

※ DIGITAL ARTS, ZBRAIN, i-FILTER, m-FILTER, m-FILTER MailFilter, m-FILTER Archive, m-FILTER Anti-Spam, m-FILTER File Scan, and D-SPA names and logos are registered 

trademarks of Digital Arts, Inc. 
※ FinalCode is a registered trademark of Digital Arts Group. 
※ Corporate names and product names mentioned above are trademarks or registered trademarks of respecitve companies. 
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